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 to study the security and privacy challenges in modern databases and information systems, especially in the emerging 

infrastructures of mobile and cloud computing

 to examine the cognitive, affective, and social issues related to the effective and efficient use and management of 
e-business systems
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highLightS
Privacy-PreServing Location PuBLiShing and Monitoring for MoBiLe cLientS

 Sensitive location (e.g., hospital) discloses private information.

 Location should be anonymized before being published.

 Research findings are published in 4 papers in ACM TODS, IEEE TKDE, IEEE TPDS, ICDE 2009.

Query ProceSSing with MutuaL Privacy Protection in cLoud 
coMPuting SySteMS

Mobile information Systems

Mutual privacy protection is important 
for outsourced databases.

a query processing framework 
based on privacy homomorphism
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 Protect both data privacy and query privacy in 
outsourced databases.

 design both secure multiparty computation and 
privacy homomorphism-based techniques for 
efficient query processing.

 Research findings are published in IEEE ICDE 
2011  and ongoing work in submission.
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 theory and empirical studies on 
e-commerce deception, with special 
focus on deception via online product 
recommendation agents (Pras)

 theory on the use, design 
characteristics, and impact of online 
Pras

 theory and empirical study of 
the advancement of public trust 
relationships in e-government 
initiatives

truSt & riSk in e-BuSineSS outcoMeS
 two papers published in 

Management information Systems 
Quarterly, the recognized #1 journal 
in information Systems (iS) discipline 
with the highest impact factor (4.49) 
and less than 7% acceptance rate

 a paper accepted for publication by 
information Systems research, the 
recognized #2 journal in iS discipline 
with high impact factor (2.261)


